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GOALS

1. To mobilize new commitments by leading businesses and governments of Cyber40
countries to address cross-border cybersecurity challenges.

2. To set in place new models for private sector leadership in addressing high priority
vulnerabilities and threats associated with global internet connectivity and ICT
development.

3. To make advances onthe most pressing issues in global management of critical
information infrastructure with collaborative international breakthroughs.

UNIQUE WORKING STYLE: EWI PROCESS

This “Summit” process is designed to catalyze a quantum leap in international efforts to
address specific cybersecurity vulnerabilities and threats. The EastWest Institute is working
with its partner organizations, its sponsors, its media partners, and all participants in the
Summit to mobilize for international action. This means that the annual Summit is part of a
process, the “EWI Process”, and not an end in itself. We invite all participants to contribute to
the post-Summit work in several ways: through their ideas for new measures (agreements
and policies); through identification of mechanisms to bring those measures into play; and -
after the Summit — to be a part of the large community of “change agents” working through
EWI or independently to achieve our common purposes.

PLENARIES: We have a set of tightly-timed plenary sessions, in which leading figures have
been asked to make short, well-crafted oral interventions to their peers. These short
interventions can be supported by printed material to the extent that the speakers see that
as useful. This Summit will be more powerful if the messages delivered in the plenary are
sharp, short and innovative in some way.

DALLAS PROCESS: (Breakthrough Groups) The bulk of the Summit will be a highly
interactive format. This interactive working program gives participants unique opportunities
to collaborate with professional peers from around the world. Participants can expect to be
able to work on five topics identified at the first Summit in Dallas as critical international
policy needs where progress is stalled. Further information on these can be found in a
separate document. The success of the Summit is measured by the breakthroughs made in
these groups both during the Summit, and in the follow-up activities.

LONDON PROCESS: In addition to the breakthrough groups initiated in Dallas, the Summit
will launch new breakthrough groups labelled the “London Process.” As with the Dallas
process, the success of the Summit is measured by the breakthroughs made in these groups
both during the Summit, and in the follow-up activities.



SECOND WORLDWIDE

CYBERSECURITY
SUMMIT

EWI Worldwide Cybersecurity Initiative
LEADERS FORUM

The EastWest Institute would like to recognize the commitment of the members of the Leaders' Forum
to our joint efforts aimed at improving international cooperation on cybersecurity.
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JUNE 1: MORNING

07:30 - 08:30

07:45 - 08:15

08:30 - 08:45

08:45 - 09:05

Introduction :

Speaker :

09:05 -10:15

Chair:

Panel:

10:15 -10:40

Registration, Ground Floor, Queen Elizabeth Il Conference Center
Continental breakfast (Whittle Room)

Informal Breakfast News Briefing

Coffeehouse style (Benjamin Britten Lounge)

John Lloyd, Contributing Editor, Financial Times, will introduce the top five
overnight news stories on cybersecurity from the international press.

OFFICIAL WELCOME (Fleming Room)

John Edwin Mroz, President and CEO, EastWest Institute

Dr. Byeong Gi Lee, President, IEEE Communications Society; Commissioner of
the Korea Communications Commission (KCC)

Dr. Hamadoun Touré, Secretary-General, International Telecommunication
Union

Lt. General (Ret.) Harry D. Raduege, Jr., Chairman, Deloitte Center for Cyber
Innovation; Honorary Co-Chair of the EWI Worldwide Cybersecurity Summit

Sir David Veness CBE QPM, Chairman of the Policing and Advisory Board,
London First; Honorary Co-Chair of the EWI Worldwide Cybersecurity Summit

KEYNOTE (Fleming Room)
Owning, Operating and Securing the “Central Nervous System” of
Cyberspace

Ross Perot, Jr., Co-Chairman, EastWest Institute; Chairman, Hillwood
Development Corporation

Sir Michael Rake, Chairman, BT Group plc.

PLENARY PANEL (Fleming Room)
What's Needed for Business to Secure and Succeed in Cyberspace

Lionel Barber, Editor, Financial Times

Matt Bross, CTO, Huawei

Natalya Kaspersky, CEQO, InfoWatch; Chairperson of the Board of Directors and
Co-founder, Kaspersky Lab

Matthew Kirk, Group External Affairs Director, Vodafone Group

Martin Sutherland, Managing Director, BAE Systems Detica

Vartan Sarkissian, CEO, Knightsbridge Cybersystems

Networking Break and Poster Sessions (Whittle Room)
Poster Sessions will present juried papers pertaining to international
cybersecurity

Book Presentation (Wordsworth Room)

“A Global Treaty on Cybersecurity and Cybercrime: A Contribution For
Peace, Justice and Security in Cyberspace”

Solange Ghernaouti—Hélie, Lausanne University, Switzerland

Stein Schjglberg, Judge, Norway
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10:40 - 11:00

Introduction:

Speaker:

11:00 - 12:10

Chair:

Panel:

12:10 - 12:30

Introduction:

Speaker:

12:30 - 12:45

12:45 -13:45

KEYNOTE (Fleming Room)
Meeting Today's Cybersecurity Challenge:
The Imperative of International Cooperation

Francis Finlay, Co-Chairman, EastWest Institute

Hon. Kapil Sibal, Minister of Communications and Information Technology,
India

PLENARY PANEL (Fleming Room)
Securing Cyber Space: How Are We Doing

Tim Dowse, Director, Cyber Policy, Foreign and Commonwealth Office, UK

Francis Delon, Secretary General for Defense and National Security, France
Latha Reddy, Deputy National Security Advisor, India

Shawn Henry, Executive Assistant Director, U.S. Federal Bureau of Investigation
Wolfgang Ischinger, Chairman, Munich Security Conference

KEYNOTE (Fleming Room)

Lt. General (Ret.) Harry D. Raduege, Jr., Chairman, Deloitte Center for Cyber
Innovation; Honorary Co-Chair of the EWI Worldwide Cybersecurity Summit

H.E. Ambassador Liu Xiaoming, Ambassador of the People's Republic of China
to the United Kingdom of the Great Britain and Northern Ireland

Update on the Dallas Process (Fleming Room)

Greg Austin, Vice President, Worldwide Security Initiative, EWI
Karl F. Rauscher, Chief Technology Officer, Distinguished Fellow, EWI

International Priority Communications (IPC) Policy

Cyber Conflict Policy and Rules of the Road

Measuring the Cybersecurity Problem

ICT Supply Chain Integrity

Worldwide Cyber Response Coordination Capability

Reliability of Global Undersea Communication Cable Infrastructure (ROGUCCI)
Legal Frameworks for International Efforts to Counter Cyber Crime

Lunch (Benjamin Britten Lounge)

LUNCHEON ADDRESS




